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| ADEYEBA OSARUNGWE ANTHONIA**N0.8 OLANREWAJU CLOSE IDIMU LAGOS STATE**. · 0805-538-4794Email · LinkedIn Profile · Twitter/Blog/Portfolio |
| [12/19/2024 2:21 AM] annoinvessel: https://github.com/[12/19/2024 2:32 AM] annoinvessel: https://www.linkedin.com/in/adeyebaosarungwe64a272266/ |
|  |
| |  |  | | --- | --- | | **Conducted regular risk assessments and vulnerability scans to identify and mitigate security threats across systems and networks.****Monitored and analyzed network traffic and logs using SIEM tools to detect and respond to potential incidents.****Implemented firewalls, intrusion detection systems (IDS), and endpoint protection solutions to safeguard company assets**.**Deduced security incidents by 40% through employee training programs and improved threat detection.****Successfully conducted a comprehensive vulnerability assessment that identified and remediated 95% of system vulnerabilities within six months.****Implemented a multi-factor authentication (MFA) system, enhancing access control and reducing unauthorized access risks .enveloped and maintained incident response plans, ensuring efficient handling of security breaches.** |  | | **Improved reporting efficiency by 30% through the automation of data extraction and analysis workflows.****Developed a customer segmentation model that boosted marketing campaign ROI by 20%.****Built an interactive dashboard for sales data, reducing manual reporting time by 40 hours per month.****Identified inefficiencies in the supply chain, leading to cost savings of $50,000 annually.****Successfully analyzed 1M+ rows of data to uncover insights that directly increased revenue by 15%** |  |   VERSATILITY AND ANALYTICAL PROFESSION SEKKING A DYNAMIC ROLE IN DATA ANALYTICS OR CYBERSECURITY, WHERE TECHINAL PROFICIENCY, PROBLEM –SOLVING SKILLS, AND A COMMITMENT TO CONTINUOUS LEARNING CAN BE UTILIZED TO DERIVE ACTIONABLE INSIGHTS, ENHANCE DATA SECURITY ANALYST, AND CONTROL TO ORGANISATIONAL SUCCESS. |
|  |

# Experience

# Education

|  |
| --- |
| FEBRUARY 2024Foundation of cyber security certificate, coursera |
| August 2024data analysis, ladies in tech lita africa |

|  |  |
| --- | --- |
| * **Detail-oriented and analytical professional with expertise in data analysis and cyber security, leveraging strong technical skills to extract insights, protect sensitive information, and support data-driven decision-making.** * **Proficient in SQL, Python, data visualization tools, and cyber security frameworks.** * **Adept at problem-solving, securing systems, and analyzing large datasets to deliver actionable insights.** * **Data Analysis: Data visualization (Tableau, Power BI), SQL querying, data cleaning, predictive analytics.**   Cyber security: Network security, risk assessment, vulnerability management, incident response, SIEM tools (Splunk).   * **Tools and Technologies: SQL databases, Excel (advanced), Jupiter Notebook, Linux, Wire shark, Firewalls.** * **Frameworks: NIST Cyber security Framework, MITRE ATT&CK, OWASP.** * **Soft Skills: Analytical thinking, attention to detail, team work and communication..** |  |

**Professional Experience:**

**Data Analyst**

**Analyzed and interpreted large datasets using SQL, Python, and visualization tools to identify trends and support business decisions.**

**Designed dashboards in Tableau and Power BI to communicate insights to non-technical stakeholders.**

**Automated data pipelines to reduce manual workload by 30%.**

**Collaborated with cross-functional teams to develop predictive models that improved operational efficiency.**

**Cyber security Analyst**

**Monitored and investigated potential security breaches using SIEM tools and threat intelligence platforms.**

**Conducted risk assessments, vulnerability scans, and penetration testing to identify and mitigate threats.**

**Implemented cyber security awareness training, reducing phishing incidents by 40%.**

**Assisted in developing and updating incident response plans in line with NIST and ISO 27001 standards.**

**EDUCATION:**

**Relevant Certifications**

**Certified Ethical Hacker (CEH)**

**Microsoft Power BI Data Analyst Associate**

**Projects:**

**Data Analysis Project: Customer Behavior Analysis**

**Analyzed a dataset of 100,000+ customer transactions using SQL and POWER BI to identify spending patterns and improve marketing strategies.**

**Cyber security Project: Network Vulnerability Assessment**

**Conducted a comprehensive vulnerability scan of a simulated network and implemented solutions to secure endpoints against external threats.**

**Languages:**

**English (Fluent)**